[image: ]Managing digital information
Information is one of your most important strategic resources.
Digital tools make it easy to create and store information but 
you need to manage that information if it is to be usable in future.
Why does it matter to apprenticeship providers?
Not being able to find the right information at the right time, or not being able to trust that information as being accurate and up-to-date, wastes time. It is estimated that in large organisations up to 10% of staff time is spent looking for information. That's half a day a week of unproductive time.
There are also legal implications to not having your information well organised. Colleges are subject to strict rules on how quickly they can produce information relating to data protection and freedom of information requests and all providers will find that auditors will start to dig into your processes if key information cannot be produced quickly and easily.
How do I get started?
Creating and storing information
Good practice in file naming
A good file name enables anyone (not just the person who created it) to identify its content and context without having to open the file.
	Quality
	Why it is important
	Example: bad practice
	Example: good practice

	Objective
	What makes perfect sense to you might be less clear to someone else.
	Current team
	ABC Training organisation chart 2017

	Meaningful
	Abbreviations may be misinterpreted. What is SMT?
	SMT ass plan 10 16
	Senior Management Team: Self-assessment & plan 2016 10
Senior Metrology Technician: Assessment Plan 2016 10

	Concise
	Long file names make it hard to scan quickly through long lists.
	Sheila's notes and copy of presentations from Preparing for the new apprenticeships seminar in Leeds, October 
	2016 10 Preparing for new apprenticeships: report

	Standardised
	Without agreed conventions you don't know whether 0307 is a date in March or July or a month in 2003 or 2007
	
	It is not possible to define
standards for your organisation but the types of thing you should consider standardising are:
date format - YYYYMMDD
teams;
subject areas; 
external bodies;
your locations; 
types of information (e.g. reports, reviews, plans etc).


Creating an electronic filing system
Any information that is important to your business should be stored in a shared file space where it is accessible to appropriate people and backed up regularly. The only information that should be in staff personal areas is material confidential to them such as their annual appraisal.
Large providers often make the mistake of designing information storage around their administrative structure only to find that reorganisations and mergers leave them with a confusing set up (usually based on now meaningless acronyms).
Your filing system should be designed around the functions you carry out. Use our process map as a starting point. You will still need to deal with changes such as frameworks becoming standards and new features such as endpoint assessment but overall you will have a more meaningful and long-lasting structure.
Knowing what is up-to-date information
Few important documents or spreadsheets are ever drafted, reviewed and completed by one person in one sitting. More often there are several people involved in the process and it will occur over a period of time. This can quickly lead to confusion as to which version is the most recent.
 (
Example 
Drafting of a proposal by a team. A manager writes the first draft then seeks input from five other people. They email the draft report as an attachment. The other five people review the repor
t and add
 comments before sending it back to the manager.
There are now six versions of the draft report. Once all the comments in all the copies have been 
actioned
, another version is created and sent for final review. We now have over a dozen different versions of the report in circulation and a recipe for chaos.
)









The inability to quickly and easily identify the latest version of a piece of information can lead to serious problems such as the risk of decisions being made according to out of date information.
Financial calculations based on inaccurate figures in a superseded spreadsheet are a particular risk. It can also lead to potential embarrassment with information which was removed from a previous draft of a report being mistakenly included within the final version.
Methods such as looking at the last modified date of the file are not foolproof.
Thankfully these problems can be easily solved with the application of some simple rules regarding file versioning.
As with the advice on file naming the key to success is the standardisation of approach across all users.

Using version codes
Version codes should be adopted that differentiate between those files that are ‘work in progress’ (draft) and those that are in the public domain (issued). The method proposed may sound complicated but it is guaranteed to work.
The convention is:
[filename] {work status}{sequence}.[file extension]
Where work status is draft (d) or issue (i) and sequence shows the current iteration.
Giant Construction Ltd proposal d1a.doc
Giant Construction Ltd proposal d1b.doc 
Giant Construction Ltd proposal i1.doc 
Giant Construction Ltd proposal d2a.doc 
Giant Construction Ltd proposal i2.doc 
The way the system works is twofold – firstly it identifies whether a particular version has been publicly released or accepted (the ‘i’ issue indicator in the work status) and secondly which version in the folder is the most current.
Taking the example above:
A proposal for training for Giant Construction Ltd has been drafted (d1a) reviewed and amended by somebody else (d1b) and sent to that employer (i1). The employer has asked for some changes resulting in a new draft (d2b) this is signed off and sent back to the employer (i2).
 (
TIP: Point and reference rather than attach
Don't clog up email inboxes with multiple copies of a file. It is better to refer people to the single version stored on a shared network area. This can be done by simply inserting a hyperlink.
)





Disposing of information
Most organisations keep more information than they need. You need to be clear what is important for statutory and business reasons and get rid of things you don't need as storage costs money.
Paper is relatively easily disposed of but the elements of a digital file may be held in different parts of a hard drive. The end-user does not delete a record by calling it up and pressing the delete button. In many systems it will be put into a recycle folder as a first step and then has to be deleted again from that point. Even then it will not be completely erased, only the easy means of tracing the file will have gone.
It is relatively easy to re-access the hard-drive using specialised programmes. This is worth bearing in mind when you ultimately dispose of old computers.

Preserving information
Ensuring you preserve information that is important for your business and to meet audit requirements means choosing the right tools for the job in the first place.
Important information should be on network drives and backed up never on laptops or memory sticks.
When choosing IT systems check what format your data will be stored in and how you might export it if you change systems in the future. If your data is stored in a commercial format owned by a particular vendor your data could be at risk if they were to cease business or to cease to support the product.
When upgrading to new versions of software you should also check that all essential information created in the old versions will still be readable.
You should consider saving final versions of very important documents in PDF/A format which is the ISO standard for the archiving and long-term preservation of electronic documents.
More information
You can find a more details about all of the above topics in the Jisc guide on Managing information.
College providers are bound by particular legal requirements and will benefit from reading the Jisc guide on Records Management.
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